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February 7, 2019
Via ECFS Filing

Ms. Marlene H. Dortch, FCC Secretary
Federal Communications Commission
9050 Junction Drive
Annapolis Junction, MD 20701

RE: ATC Outdoor DAS, LLC - 499 Filer 10 827386
CPNI CV 2018
EB Docket No. 06-36

Dear Ms. Dortch:

Attached for filing is the Calendar Year 2018 CPNI Compliance Certification and Statement of CPNI
Procedures and Compliance as required by 47 C.F.R. Section 64.2009 (e) submitted on behalf of ATC
Outdoor DAS, LLC.

Any questions you may have regarding this filing should be directed to my attention at 407-740-3005 or
via email toswarren@inteserra.com. Thank you for your assistance in this matter.

Sincerely,

lsI Sharon R. Warren

Sharon R. Warren
Consultant

cc: Lauren Ramirez - ATC Outdoors
tms: FCx1901

SW/mp



Annual 47 C.F.R. § 64.2009(e) CPNI Certification

ED Docket 06-36

Annual 64.2009(e) CPNI Certification for 2019 covering the prior calendar year 2018

Name of company(s) covered by this certification:

Form 499 Filer ill:

Name of signatory:

Title of signatory:

ATC Outdoor DAS, LLC

827386

Janae Walker

Vice President - Legal

1. I, Janae Walker, certify that I am an officer of the company named above, and acting as an agent
of the company, that I have personal knowledge that the company has established operating
procedures that are adequate to ensure compliance with the Commission's CPNI rules. See 47
C.F.R. § 64.2001 et seq.

2. Attached to this certification is an accompanying statement explaining how the company's
procedures ensure that the company is in compliance with the requirements (including those
mandating the adoption of CPNI procedures, training, recordkeeping, and supervisory review) set
forth in section 64.2001 et seq. of the Commission's rules.

3. The company has not taken actions (i.e.• proceedings instituted or petitions filed by a company at
either state commissions, the court system, or at the Commission against data brokers) against data
brokers in the past year.

4. The company has not received customer complaints in the past year concerning the unauthorized
release ofCPNI.

5. The company represents and warrants that the above certification is consistent with 47. C.F.R. §
1.17 which requires truthful and accurate statements to the Commission. The company also
acknowledges that false statements and misrepresentations to the Commission are punishable under
Title 18 ofthe U.S. Code and may subject it to enforcement action.

Signed

Vice President - Legal

Attachments: Accompanying Statement explaining CPNI procedures



CERTIFICATION OF CPNI FILING
2018

EB Docket No. 06-36; EB-06-TC-060

Statement of CPNI Procedures and Compliance

ATC Outdoor DAS, LLC (the "Company") is an infrastructure provider that provides wireless
telecommunications carriers access to outdoor distributed antenna systems ("DAS "). As such, the
Company is a carrier's carrier that does not provide any telecommunications services to retail end
users. The Company does not process, record, maintain or have access to any CPNI from its
customers. Instead, the Company provides access to DAS allowing its customers to wirelessly
transmit communications. Customers are charged a flat rate based on access to DAS. As such, the
Company does not have access to any customer-specific information related to "the quantity,
technical configuration, destination, location, and amount ofuse ofa telecommunications service,"
see 47 U.S.C. § 222(h)(1 )(A), nor does the Company provide telephone exchange or interexchange
service. Further, the Company does not obtain CPNI regarding its carrier customers. For these
reasons, the Company believes it is not subject to the CPNI rules. However, out of an abundance
of caution, the Company is filing a Certification and this Statement of CPNI Procedures and
Compliance.

In the event the Company changes or expands its service offerings and obtains access to CPNI in
the future, the Company will adhere to the following procedures:

• The Company will not use or permit access to CPNI to market any services outside
of the "total services approach" as specified in 47 CFR §64.2005. Nor will the
Company allow affiliates or third parties access to CPNI for marketing-related
purposes without obtaining the appropriate consent from its customers. If the
Company elects to use CPNI in a manner that does require customer approval, it
will follow the applicable rules set forth in 47 CFR §64.2001 et seq., including the
institution of operational procedures to ensure that the appropriate notification is
provided and customer approval is obtained before CPNI is used or disclosed. The
Company will develop and implement an appropriate tracking method to ensure
that customers' CPNI approval status can be verified prior to using CPNI for
marketing-related purposes. The Company will also adopt the requisite record
keeping requirements should they use CPNI in the future for marketing-related
purposes.

Consistent with the Commission's rules, the Company may use, disclose, and
permit access to CPNI without customer approval for the purposes of: (l) billing
and collecting for services rendered; (2) protecting the rights and property of the
Company, other users, and other carriers from unlawful use; (3) providing inside
wiring, installation, maintenance, and repair services; and (4) providing or
marketing services that are within the same class of services to which the customer
already subscribes.



• If the Company engages in marketing when a customer makes an inbound call to
the Company, the Company will, in accordance with the CPNI rules, obtain a
customer's oral authorization that the Company's customer service representatives
may access a customer's CPNI during the course of an inbound or outbound
telephone conversation, solely for the duration of that conversation. Each such
representative of the Company will be required to provide the disclosures
demanded by Section 64.2008(c) of the CPNI rules including informing customers
of their right to deny access to the CPNI before requesting this one-time consent.

The Company will not provide CPNI without proper customer authentication and,
if in the future the Company processes, records, maintains or has access to call
detail records, the Company will either develop procedures in accordance with the
rules to provide such information over the phone or will not provide call detail
records over the phone. Instead, the Company may adopt a policy where call detail
records will be provided exclusively via e-mail or U.S. mail, to the postal or
electronic address of record. In order to authenticate a customer's identity prior to
disclosing CPNI, the Company will authenticate the customer using a variety of
methods. The Company will inform customers of change of address in a manner
that conforms with the relevant rules.

The Company will implement procedures to provide law enforcement with notice
should a breach ofCPNI occur. After notifying law enforcement and unless directed
otherwise, the Company will notify affected customers. The Company will
maintain a record of any CPNI-related breaches for a period of at least two years.

• The Company will provide training concerning CPNI compliance. All employees
of the Company will be required to maintain the confidentiality of all information,
including customer information that is obtained as a result of their employment by
the Company. Employees of the Company who do not abide by these policies or
otherwise permit the unauthorized use or disclosure of CPNI will be subject to
discipline, including possible termination.


